**Email 1:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Safe | It’s the normal conversation between friends and doesn’t seems to be suspecious. |

**Email 2:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Malicious | Not written by professional.  The email claims to be from one drive but the email sender is from a Russian domain which is well known for malicious emails. |

**Email 3:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Malicious | B in link of facebook is not official.  It’s a phishing attack. |

**Email 4:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Safe | Not contains any links to click or ask for any pesonal information. Just an advertising mail. |

**Email 5:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Malicious | Asking for personal mail and password. May be a fraud.  Email is also not written by any professional. |

**Email 6:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Safe | Just a normal conversation between membersof a project.  There is not file attached or any suspecious links.  Well formatted and professional. |

**Email 7:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Malicious | Sender name and name in the mail doesn’t match.  Link start with http hence not an official mail. |